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Abstract: This contribution resolves ENs in Solution #10.
Discussion
This contribution proposes to remove the remaining ENs in Solution #10 in TR 23.700-81 v0.3.0.
The first EN is the following:
Editor's note:	It is FFS if the GEF is a standalone function or collocated with either NEF, DCCF or NWDAF.
The advantages of using GEF as a standalone NF are the following:
· Simple configuration and management: The operator only needs to configure / provision GEF with the roaming agreements and policies. The data/analytics manipulations according to the regulatory and roaming agreement are transparent to the other NFs.
· Good security management: Using GEF can have better service access and authorization control, e.g., hNRF only issue access token to vGEF to access the hGEF, not to other vNFs; SEPP only allows GEF service communication for data/analytics exchange between PLMNs, not allow data/analytics exchange by other types of NFs.
Thus, we propose to remove the EN.
The second EN to be resolved is the following:
Editor's note:	It is FFS on GEF discovery and selection.
Actually, the solution already mentions that the GEF discovery and selection is done via NRF. Therefore, the EN can be removed. 
The third EN to be resolved is the following:
Editor's note:	The impacts on services, entities and interfaces are FFS.
The impact of the solution is to define a new NF, i.e., GEF.
Proposals
The following text is proposed to be added to TR 23.700-81 v0.3.0


[bookmark: _Toc500949097]********** Start of Changes ***************
[bookmark: _Toc9456][bookmark: _Toc104433174][bookmark: _Toc104467343][bookmark: _Toc104467630][bookmark: _Toc104467966]6.10	Solution #10: Support for Data and Analytics Exchange in Roaming Case
[bookmark: _Toc31029869][bookmark: _Toc50130550][bookmark: _Toc50557156][bookmark: _Toc54707014][bookmark: _Toc43735562][bookmark: _Toc50133864][bookmark: _Toc50548834][bookmark: _Toc101170946][bookmark: _Toc43388332][bookmark: _Toc50134204][bookmark: _Toc30666575][bookmark: _Toc822][bookmark: _Toc31030760][bookmark: _Toc5932][bookmark: _Toc104433175][bookmark: _Toc104467344][bookmark: _Toc104467631][bookmark: _Toc104467967]6.10.1	Description
[bookmark: _Toc50557157][bookmark: _Toc43388333][bookmark: _Toc50134205][bookmark: _Toc30666576][bookmark: _Toc50130551][bookmark: _Toc31030761][bookmark: _Toc31029870][bookmark: _Toc54707015][bookmark: _Toc50548835][bookmark: _Toc43735563][bookmark: _Toc50133865]When two VPLMN and HPLMN expose data or analytics to each other, both PLMNs need the ability to control the amount of data exposed and to abstract or hide network-internal aspects based on user consent, operator policy, regulatory constraints and/or roaming agreements.
The solution following the following assumptions and principles:
-	The hPLMN may impose constraints on the type or amount of data collected. The constraints may differ for different vPLMNs.
-	The vPLMN may impose constraints on the type or amount of data collected. The constraints may differ for different hPLMNs.
-	The data collection must honor user data consent for user related data collection.
The solution proposes a Gateway Exposure Function (GEF) in a PLMN, which is responsible for data/analytics exposure to other PLMNs. The GEF is provisioned with constraints on the type and amount of data exposed to each PLMN according to roaming agreement. The GEF is also responsible for enforcing obtaining the user consent for data collection where applicable.
When a data/analytics consumer in PLMN A (vPLMN/hPLMN) needs to collect data/analytics from PLMN B (hPLMN/vPLMN), the consumer contacts the GEF in PLMN A, then GEF in PLMN A contacts GEF in PLMN B, or the consumer contacts the GEF in PLMN B directly. The GEF in PLMN B discovers the data/analytics producer in PLMN B and collects the data/analytics. GEF is also responsible for data/analytics manipulation before sending to the other PLMN according to the regulatory constraints and agreement.
Editor's note:	It is FFS if the GEF is a standalone function or collocated with either NEF, DCCF or NWDAF.
[bookmark: _Toc101170947][bookmark: _Toc26514][bookmark: _Toc738][bookmark: _Toc104433176][bookmark: _Toc104467345][bookmark: _Toc104467632][bookmark: _Toc104467968]6.10.2	Procedures


Figure 6.10.2-1: Data and Analytics Exposure via GEF when data/analytcis consumer is in vPLMN
Figure 6.10.2-1 shows the procedure when the data/analytics consumer is in the visiting PLMN (vPLMN), the NWDAF in the visiting PLMN (vNWDAF) needs to collect data/analytics from home PLMN (hPLMN) of the UE.
NOTE:	The UE can be one single UE, group of UE or any UE roaming to the VPLMN from the HPLMN.
It is assumed that both vGEF and hGEF have been provisioned, by their respective operators, with the policies and constraints for exporting data to or from roaming/home networks.
0.	GEF is registered itself in the NRF. The GEF profile may include a type to indicate data collection or analytics exposure.
1-2.	The analytics consumer in the vPLMN (e.g. an AMF) wants to subscribe an Analytics for an inbound roaming UE, the vNWDAF determines that it needs to collect data/analytics from hPLMN of the UE. For example, the data to be collected might be related to expected UE behaviour. The analytics consumer and vNWDAF obtain the hPLMN ID from the SUPI of the UE. In the analytics request in step 1, the analytics consumer may provide indication to the vNWDAF, that the analytics needs data from hPLMN of the UE, or the vNWDAF can determine that based on the Analytics ID.
There are 3 options to establish the connection between the vPLMN and HPLMN.
Option A:
3.	vNWDAF discovers vGEF via vNRF. vNRF provides the ID of vGEF that is responsible for collecting data/analytics from that PLMN.
Editor's note:	It is FFS on GEF discovery and selection.
4.	vNWDAF sends data/analytics subscription request to the vGEF. Similar services as Data management and analytics exposure service of NWDAF (defined in clause 7.2, 7.3 and 7.4 in TS 23.288[5] ) can be defined as the data and analytics subscription services provided by the GEF.
5.	vGEF discovers hGEF via vNRF and hNRF. vGEF provides HPLMN ID to vNRF. vNRF interacts with hNRF via N27 reference point as defined in TS 23.501[2].
6.	vGEF send data/analytics subscription request to the hGEF which is got in step 5. hGEF checks roaming agreements, hPLMN policies and regulatory constraints between hPLMN and the origin vPLMN to determine if the request can be accepted or must be rejected.
Option B:
3.	vNWDAF discovers vGEF via vNRF. vNRF provides the ID of vGEF that is responsible for collecting data/analytics from that PLMN.
4.	vNWDAF discovers hGEF via vNRF and hNRF taking into account the home PLMN ID and the request data or analytics exposure. The hNRF returns the ID of hGEF to the vNWDAF.
5.	vNWDAF sends data/analytics subscription request to the vGEF. The vNWDAF sends the ID of hGEF to the vGEF.
6.	vGEF send data/analytics subscription request to the hGEF. hGEF checks roaming agreements, hPLMN policies and regulatory constraints between hPLMN and the origin vPLMN to determine if the request can be accepted or must be rejected.
Option C:
3.	vNWDAF discovers hGEF via vNRF and hNRF taking into account the home PLMN ID and the request data or analytics exposure. hNRF provides the ID of hGEF that is responsible for collecting data/analytics from that PLMN to vNWDAF via vNRF.
4.	vNWDAF sends data/analytics subscription request to the hGEF. hGEF checks roaming agreements, hPLMN policies and regulatory constraints between hPLMN and the origin vPLMN to determine if the request can be accepted or must be rejected.
NOTE:	Which option(s) to be supported will be determined in the conclusion phase.
7-8.	If the checks in step 6 is OK, hGEF enforces user consent (for UE-related data collection) and collects data/analytics from the data/analytics sources in the hPLMN.
9.	hGEF manipulates the data/analytics according to the hPLMN policies and regulatory constrains and roaming agreements, e.g. remove some sensitive data, changes the granularity of the data, anonymization, formatting, etc.
10-11.	hGEF sends the data/analytics to vGEF and vGEF forwards to vNWDAF. vGEF may also manipulate the data/analytics to the format that the vNWDAF can understand.
12.	Alternatively, hGEF can send the data/analytics notification directly to the vNWDAF, if vGEF provides notification endpoint information of the vNWDAF in step 6.
When the analytics/data consumer is located in hPLMN, and the UE is roaming, the procedure shown in figure 6.10.2-2 applies instead. The difference from in figure 6.10.2-1 is step 3, which is now split into steps 3a and 3b. In step 3a the hNWDAF enforces the user consent with the hUDM. In step 3b the hNWDAF queries hUDM for retrieving the GUAMI of the AMF that is serving the user. This GUAMI contains the PLMN ID of the AMF, therefore, it can be used for determining whether the UE is roaming or not.


Figure 6.10.2-2: Data and Analytics Exposure via GEF when data/analytics consumer is in hPLMN
[bookmark: _Toc43735564][bookmark: _Toc31030762][bookmark: _Toc50548836][bookmark: _Toc43388334][bookmark: _Toc30666577][bookmark: _Toc24368][bookmark: _Toc50134206][bookmark: _Toc50130552][bookmark: _Toc50133866][bookmark: _Toc31029871][bookmark: _Toc101170948][bookmark: _Toc50557158][bookmark: _Toc54707016][bookmark: _Toc13681][bookmark: _Toc104433177][bookmark: _Toc104467346][bookmark: _Toc104467633][bookmark: _Toc104467969]6.10.3	Impacts on services, entities and interfaces
Editor's note:	The impacts on services, entities and interfaces are FFS.
· New NF, i.e., GEF, needs to be specified.

********** End of Changes ***************
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